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Nuclear safety refers to a set of procedures 

implemented by countries and international 

organizations in order to assure a security 

pattern concerning the handling, use and storage 

of radioactive materials [1]. The security of 

facilities that are used to store or generate such 

materials must be carefully considered. 

Moreover, strategies must be created, tested and 

improved to keep these materials and all 

information related to the total amount of 

nuclear material, as well as its location, away 

from terrorists or hostile nations. The 

development of such strategies demands time, 

financial resources and the engagement of a 

large group of people. For this reason, they need 

to be tested in exercises simulating real 

situations to know if there is compatibility 

between the theoretical defense plans and the 

real conditions of the nuclear facility. 

Therefore it is necessary to evaluate parameters 

such as the nuclear facility’s ground topology; 

the visibility level of its area and borders; the 

number of members compounding the defense 

crew (security agents); equipment for detection 

of radiation and the time spent to reach a 

compromised position, just to give some 

examples [2]. 

Concerning this matter, the use of Virtual 

Reality (VR) techniques to plan the actions 

related to safety strategies can contribute to 

improve the simulated results as shown in (Xi et 

al., 2009), (Mol et al., 2008a), (Freitas et al., 

2011), (Gonçalves et al., 2010) and (Aghina et 

al., 2007).  

This work proposes the development of a 

computational model which uses virtual reality 

techniques and which can describe, in as many 

details as possible, a real nuclear facility and 

allow for the performance of simulations of 

physical security strategies. The objective is to 

analyze the feasibility of using this software to 

develop games to create a model, described as 

virtual environment, which can 

be used as a study auxiliary tool to define 

security strategies for nuclear facilities. 
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